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PORTARIA N¢ 1.507, DE 16 DE DEZEMBRO DE 2025

Retifica denominag¢do do Projeto de Assentamento
Estadual denominado Che Guevara, localizado no
municipio de Mirante do Paranapanema, estado de
Sdo Paulo, sob gestdo da Fundagdo Instituto de
Terras do Estado de Sdo Paulo José Gomes da
Silva - ITESP.

O PRESIDENTE DO INSTITUTO NACIONAL DE COLONIZACAO E REFORMA
AGRARIA - INCRA, no uso das atribuigdes que lhe sdo conferidas pelo Decreto n.°
11.232, de 10 de outubro de 2022, alterado pelo Decreto n.2 12.171, de 09 de
setembro de 2024, combinado com o art. 143 do Regimento Interno da Autarquia,
aprovado pela Portaria n.2 925, de 30 de dezembro de 2024, publicada no Diario
Oficial da Unido do dia 31 de dezembro de 2024; e

Considerando os ¢érgdos da Superintendéncia Regional de Sdo Paulo -
SR(08)SP e da Diretoria de Obtengdo de Terras - DT, que procederam a andlise do
processo administrativo n.2 54190.000828/1998-84 e decidiram pela regularidade da
convalidacdo das informac8es contidas na Portaria/INCRA/SR(08/N2 17, de 08 de abril
de 1998, publicada no Diario Oficial da Unido n.2 68, de 09 de abril de 1998, que criou
o Projeto de Assentamento Estadual Che Guevara, cédigo SIPRA SP0065000, localizado
no municipio de Mirante do Paranapanema, no estado de S3o Paulo;

Considerando as informagBes do Projeto de Assentamento Estadual nos
termos do Oficio n° 006/2025-ITESP-GSE-DPD (26390915) e Portaria ITESP 25/2024
(26390935), resolve:

Art. 12 Retificar a Portaria/INCRA/SR(08/N2 17, de 08 de abril de 1998,
publicada no Diario Oficial da Unido n.2 68, de 09 de abril de 1998, que criou o
Projeto de Assentamento Estadual Che Guevara, cédigo SIPRA SP0065000, localizado no
municipio de Mirante do Paranapanema, no estado de S3o Paulo, alterando a
denominagdo para Projeto de Assentamento Estadual - PE Irm3a Dulce.

Art. 22 Esta Portaria entra em vigor na data de sua publicagdo.

CESAR FERNANDO SCHIAVON ALDRIGHI
PORTARIA N¢ 1.509, DE 16 DE DEZEMBRO DE 2025

Reconhece e declara como terras da Comunidade
Remanescente de Quilombo Alto Bonito, localizada
no municipio de Brejo, no estado do Maranhao.

) O PRESIDENTE DO INSTITUTO NACIONAL DE COLONIZACAO E REFORMA
AGRARIA - INCRA, no uso das atribui¢cdes que Ihe sdo conferidas pelo Decreto n.2 11.232,
de 10 de outubro de 2022, alterado pelo Decerto n.2 12.171, de 09 de setembro de 2024,
combinado com o art. 143 do Regimento Interno da Autarquia, aprovado pela Portaria n.2
925, de 30 de dezembro de 2024, publicada no Didrio Oficial da Unido no dia 31 de
dezembro de 2024; e

Considerando o disposto no art. 68 do Ato das Disposi¢des Constitucionais
Transitorias, nos arts. 215 e 216 da Constituicdo Federal de 1988, no Decreto n.2 4.887, de
20 de novembro de 2003, na Conveng¢do Internacional n.2 169 da Organizagdo
Internacional do Trabalho (OIT), e nas normativas internas do Incra, bem como os termos
do Relatério Técnico de Identificagdo e Delimitagdo (RTID), relativo a regularizagdo das
terras da Comunidade Quilombola Alto Bonito, publicado no Diario Oficial da Unido nos
dias 18 e 21 de dezembro de 2015, retificado em 14 de julho de 2017, e no DOE/MA, nos
dias 22 e 23 de dezembro de 2015, retificado em 14 de agosto de 2018; e, ainda, o que
consta dos autos do Processo Administrativo n.2 54230.005031/2007-57, resolve:

Art. 12 Reconhecer e declarar como terras da Comunidade Remanescente de
Quilombo Alto Bonito, a area de 3.806,3554 ha (Trés mil oitocentos e seis hectares, trinta
e cinco ares e cinquenta e quatro centiares), localizada no municipio de Brejo, no estado
do Maranhao.

§12 Os limites e confrontagbes do territério quilombola Penteado sdo: Norte:
José Maria Bastos, José Oliveira de Aragdo e Projeto de Assentamento Federal Arvores
Verdes; Leste: Projeto de Assentamento Federal Arvores Verdes e Rio Parnaiba; Sul:
Projeto de Assentamento Federal Santa Alice, Fazenda Depdsito e Associagdo Comunitaria
dos Agricultores Remanescentes de Quilombo Data Arraial do Povoado Boa Vista; Oeste:
imével Data Saco das Almas (area quilombola Saco das Almas).

§ 22 A planta e o memorial descritivo encontram-se disponiveis no processo
administrativo n.2 54230.005031/2007-57 e no acervo fundiario do Incra pelo endereco
eletronico http://acervofundiario.incra.gov.br.

Art. 22 Esta Portaria entra em vigor sete dias apds a data de sua publicagdo.

CESAR FERNANDO SCHIAVON ALDRIGHI
PORTARIA N¢ 1.510, DE 16 DE DEZEMBRO DE 2025

Estabelece a Politica de Gestdo do Controle de
Acesso no ambito do Instituto Nacional de
Colonizagdo e Reforma Agraria - Incra.

O PRESIDENTE DO INSTITUTO NACIONAL DE COLONIZACAO E REFORMA
AGRARIA - INCRA, no uso das atribuicdes que lhe sdo conferidas pelo Decreto n.°
11.232, de 10 de outubro de 2022, alterado pelo Decreto n.2 12.171, de 09 de
setembro de 2024, combinado com o art. 143 do Regimento Interno da Autarquia,
aprovado pela Portaria n.2 925, de 30 de dezembro de 2024, publicada no Diario
Oficial da Unido do dia 31 de dezembro de 2024; resolve:

Art. 12 Fica instituida, no ambito do Instituto Nacional de Colonizagdo e
Reforma Agréria - Incra, a Politica de Gestdo do Controle de Acesso, em complemento
as diretrizes estabelecidas pelo art. 12, da Politica de Seguran¢a da Informagdo - PoSIC
(ref. Processo Administrativo n2 54000.018337/2022-16).

CAPITULO |

DO ESCOPO

Art. 22 A Politica de Gestdo do Controle de Acesso tem como objetivo
estabelecer diretrizes, competéncias e responsabilidades para sistematizar controles de
identificacdo, autenticacdo e autorizagdo para salvaguardar as informagGes do Incra,
estejam elas em qualquer meio, seja fisico ou digital, a fim de evitar a quebra de
seguran¢a da informagdo e quaisquer acessos nao autorizados que implique em risco
de destruicdo, alteragdo, perda, roubo ou divulgagdo indevida.

Art. 32 Esta politica abrange diretrizes, competéncias e responsabilidades
sobre como o acesso as informagdes e recursos sdo concedidos, monitorados e
revogados dentro do Incra de forma a garantir que apenas pessoas autorizadas tenham
acesso as informagbGes e recursos necessarios para desempenhar suas fungdes,
minimizando assim o risco de violagbes de seguranga e vazamento de dados. Ela inclui
diversos elementos, como por exemplo:

| - identificagdo e autenticacdo de usudrios;

Il - determina quais recursos, sistemas ou informagdes os usuarios tem
permissdo para acessar apds a autenticacdo bem sucedida (definicdo de privilégios e
niveis de acesso de acordo com as responsabilidades de cada usudrio);

Il - gerencia o acesso a sistemas, dados digitais, acesso fisico a edificios,
salas de servidor e outros locais que abrigam informagdes criticas;

IV - estabelece praticas para monitorar e registrar as atividades de acesso
para identificar potenciais ameagas ou violagdes de seguranga;

V - define diretrizes para revogar o acesso de um usuario, como por
exemplo demissdo, mudan¢a de fungdo ou quando o acesso se torna desnecessario
para suas responsabilidades;

VI - envolve a conscientizagdo de usudrios sobre a importancia do controle
de acesso, as melhores prdticas de seguranca e a importancia de proteger as
credenciais de acesso.

VIl - todas as informagdes, cuja o Incra seja o agente de tratamento, ao
meio utilizado para este tratamento, seja digital ou fisico, e as dependéncias fisicas
desta organizacdao, bem como a qualquer pessoa que circule nas dependéncias ou que
interaja exercendo controle administrativo, técnico ou operacional, mesmo que
eventual, desses meios de tratamento. Especificamente, inclui os funcionarios que
trabalham para o Incra, sejam servidores efetivos ou temporarios, os contratados e
terceiros, parceiros que acessam fisicamente as dependéncias ou que acessam a rede
e sistemas de informagdo do Incra.

Art. 4° O Incra deve definir regras de limitagdo ou restricdo de acesso aos
colaboradores, para que estes disponham de privilégios minimos necessarios para
exercerem suas atividades, fun¢es e responsabilidades pré-definidas.

CAPITULO I )

DOS CONCEITOS E DEFINICOES

Art. 52 Para fins de compreensdo dos termos utilizados nesta politica serdo
utilizados os seguintes conceitos e definigdes:

l.acesso: ato de ingressar, transitar, conhecer ou consultar a informacéo,
bem como possibilidade de usar os ativos de informagdo de um érgdo ou entidade,
observada eventual restricdo que se aplique;

ameaca: conjunto de fatores externos com o potencial de causar dano para
um sistema ou organizagao;

ativo: tudo que tenha valor para a organizagdao, material ou nao;

ativos de informacdo: meios de armazenamento, transmissdo e
processamento da informagdo, equipamentos necessarios a isso, sistemas utilizados
para tal, locais onde se encontram esses meios, recursos humanos que a eles tém
acesso e conhecimento ou dado que tem valor para um individuo ou organizagdo;

backup/cépia de seguranca: conjunto de procedimentos que permitem
salvaguardar os dados de um sistema computacional, garantindo guarda, protecido e
recupera¢do. Tem a fidelidade ao original assegurada. Esse termo também é utilizado
para identificar a midia em que a cdpia é realizada;

banco de dados: colegio de dados inter-relacionados, representando
informagGes sobre um dominio especifico. Sdo cole¢Ges organizadas de dados que se
relacionam, a fim de criar algum sentido (informagdo) e de dar mais eficiéncia durante
uma consulta ou a geragdo de informagdes ou conhecimento;

comité de seguranc¢a da informagdo e comunicagdo (CSIC): grupo de pessoas
com a responsabilidade de assessorar a implementagdo das acdes de seguranca da
informagdo no ambito do érgdo ou entidade da administragdo publica federal;

computagdo em nuvem: modelo de fornecimento e entrega de tecnologia
de informagdo que permite acesso conveniente e sob demanda a um conjunto de
recursos computacionais configuraveis, sendo que tais recursos podem ser
provisionados e liberados com minimo gerenciamento ou interagdo com o provedor do
servico de nuvem;

conta de acesso: conjunto de procedimentos, recursos e meios utilizados
com a finalidade de conceder ou bloquear o acesso ao uso de recursos fisicos ou
computacionais. Via de regra, requer procedimentos de autenticacgdo;

conta de servigo: conta de acesso a rede corporativa de computadores,
necessaria a um procedimento automatico (aplicagdo, script, entre outros) sem
qualquer intervengdo humana no seu uso;

controle de acesso: conjunto de procedimentos, recursos e meios utilizados
com a finalidade de conceder ou bloquear o acesso ao uso de recursos fisicos ou
computacionais. Via de regra, requer procedimentos de autenticagdo;

controle: forma de gerenciar o risco, incluindo politicas, procedimentos,
diretrizes, praticas ou estrutura organizacionais, que podem ser de natureza
administrativa, técnica, de gestdo ou legal;

controles de seguranca: certificado que autoriza uma pessoa natural para o
tratamento de informacgdo classificada;

CTIR GOV - Centro de Prevengdo, Tratamento e Resposta a Incidentes
Cibernéticos de Governo, Seguranga Institucional da Presidéncia da Republica;

documento: unidade de registro de informagdes, qualquer que seja o
suporte ou o formato;

e-mail: sigla de correio eletronico (electronic mail); XXI - eliminagdo:
exclusdo de dado ou conjunto de dados, armazenados em banco de dados,
independentemente do procedimento empregado;

equipe de tratamento e resposta a incidentes cibernéticos (ETIR): grupo de
agentes publicos com a responsabilidade de prestar servigos relacionados a seguranga
cibernética para o orgdao ou a entidade da administracio publica federal, em
observancia a politica de seguranga da informagcdo e aos processos de gestdo de riscos
de seguranca da informacdo do érgdao ou da entidade;

evento: qualquer mudanga de estado que tem importancia para a gestdo de
um item de configuragdo ou servigo de tecnologia da informagdo. Em outras palavras,
qualquer ocorréncia dentro do escopo de tecnologia da informagdo que tenha
relevancia para a gestdo dos servigos entregues ao cliente;

evento de seguranga: qualquer ocorréncia identificada em um sistema,
servico ou rede, que indique uma possivel falha da politica de seguranca, falha das
salvaguardas ou mesmo uma situagdo até entdo desconhecida, que possa se tornar
relevante em termos de seguranga;

firewall: ferramenta para evitar acesso ndo autorizado, tanto na origem
guanto no destino, a uma ou mais redes. Podem ser implementados por meio de
hardware ou software, ou por meio de ambos. Cada mensagem que entra ou sai da
rede passa pelo firewall, que a examina a fim de determinar se atende ou ndo os
critérios de seguranga especificados;

incidente: interrup¢do ndo planejada ou redugdo da qualidade de um
servigo, ou seja, ocorréncia, acdo ou omissdo, que tenha permitido, ou possa vir a
permitir, acesso ndo autorizado, interrup¢do ou mudanga nas operagdes (inclusive pela
tomada de controle), destruicdo, dano, delegdo ou mudanga da informagdo protegida,
remogdao ou limitagdo de uso da informagdo protegida ou ainda a apropriagao,
disseminacdo e publicacdo indevida de informacdo protegida de algum ativo de
informacgdo critico ou de alguma atividade critica por um periodo de tempo inferior ao
tempo objetivo de recuperagdo;

incidente cibernético: ocorréncia que pode comprometer, real ou
potencialmente, a disponibilidade, a integridade, a confidencialidade ou a autenticidade
de sistema de informag¢do ou das informagbes processadas, armazenadas ou
transmitidas por esse sistema;

incidente de seguranga: qualquer evento adverso, confirmado ou sob
suspeita, relacionado a seguranga dos sistemas de computagdo ou das redes de
computadores;

informagdo: dados, processados ou ndo, que podem ser utilizados para
produgdo e para transmissdao de conhecimento, contidos em qualquer meio, suporte ou
formato;

internet: rede global, composta pela interligagdo de inumeras redes;

medidas de seguranca: medidas destinadas a garantir sigilo, inviolabilidade,
integridade, autenticidade e disponibilidade da informacgdo classificada em qualquer
grau de sigilo;

MFA: sigla de autenticagdo de multifatores (multifactor authentication);

politica: intengdes e diretrizes globais formalmente expressas pela
diregdo;

prestador de servico: pessoa envolvida com o desenvolvimento de
atividades, de carater temporario ou eventual, exclusivamente para o interesse do
servico, que poderdo receber credencial especial de acesso;

rede de computadores: conjunto de computadores, interligados por ativos
de rede, capazes de trocar informagbes e de compartilhar recursos, por meio de um
sistema de comunicagao;

recursos de processamento da informagdo: qualquer sistema de
processamento da informagdo, servico ou infraestrutura, ou as instalagdes fisicas que
os abriguem;

7N

Este documento pode ser verificado no enderego eletrénico
http://www.in.gov.br/autenticidade.html, pelo cédigo 05152025121700044

Documento assinado digitalmente conforme MP n2 2.200-2 de 24/08/2001, ICP
que institui a Infraestrutura de Chaves Publicas Brasileira - ICP-Brasil. Brasil
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